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STATEMENT OF INTENT

(WHEN THIS RECOMMENDATION IS FINALIZED, IT WILL CONTAIN THE
FOLLOWING STATEMENT OF INTENT:)

The Consultative Committee for Space Data Systems (CCSDS) is an organization officially
established by the management of member space Agencies. The Committee meets periodically
to address data systems problems that are common to all participants, and to formulate sound
technical solutions to these problems. Inasmuch as participation in the CCSDS is completely
voluntary, the results of Committee actions are termrRstommendationsand are not
considered binding on any Agency.

This Recommendationis issued by, and represents the consensus of, the CCSDS Plenary body.
Agency endorsement of thRecommendationis entirely voluntary. Endorsement, however,
indicates the following understandings:

0 Whenever an Agency establishes a CCSDS-relsti@adard, this standard will be in
accord with the relevanRecommendation Establishing such atandard does not
preclude other provisions which an Agency may develop.

0  Whenever an Agency establishes a CCSDS-related standard, the Agency will provide other
CCSDS member Agencies with the following information:

--  Thestandard itself.
--  The anticipated date of initial operational capability.
--  The anticipated duration of operational service.

0  Specific service arrangements shall be made via memoranda of agreement. Neither this
Recommendation nor any ensuingstandard is a substitute for a memorandum of
agreement.

No later than five years from its date of issuance,Rieisommendationwill be reviewed by the
CCSDS to determine whether it should: (1) remain in effect without change; (2) be changed to
reflect the impact of new technologies, new requirements, or new directions; or, (3) be retired or
canceled.

In those instances when a new version Begommendationis issued, existing CCSDS-related
Agency standards and implementations are not negated or deemed to be non-CCSDS compatible.
It is the responsibility of each Agency to determine when such standards or implementations are
to be modified. Each Agency is, however, strongly encouraged to direct planning for its new
standards and implementations towards the later version of the Recommendation.
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FOREWORD

(WHEN THIS RECOMMENDATION IS FINALIZED, IT WILL CONTAIN THE
FOLLOWING FOREWORD:?)

This document is a technical Recommendation for use in developing a broader consensus on
what is required for an archive to provide permanent, or indefinite long-term, preservation of
digital information.

This Recommendation establishes a common framework of terms and concepts which comprise
an Open Archival Information System (OAIS). It allows existing and future archives to be more
meaningfully compared and contrasted. It provides a basis for further standardization within an
archival context and it should promote greater vendor awareness of, and support of, archival
requirements.

Through the process of normal evolution, it is expected that expansion, deletion, or modification
of this document may occur. This Recommendation is therefore subject to CCSDS document
management and change control procedures which are defirg@dadures Manual for the
Consultative Committee for Space Data Syste@srrent versions of CCSDS documents are
maintained at the CCSDS Web site:

http://www.ccsds.org/

Questions relating to the contents or status of this document should be addressed to the CCSDS
Secretariat at the address indicated on page i.
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1 INTRODUCTION
1.1 PURPOSE AND SCOPE

The purpose of this document is to define the ISO Reference Model fOpan Archival
Information System (OAIS). An OAIS is an archive, consisting of an organization of people

and systems, that has accepted the responsibility to preserve information and make it available
for aDesignated Community It meets a set of such responsibilities as defined in this document
and this allows an OAIS archive to be distinguished from other uses of the term ‘archive’. The
term ‘Open’ in OAIS is used to imply that this Recommendation and future related
Recommendations and standards are developed in open forums, and it does not imply that access
to the archive is unrestricted.

The information being maintained has been deemed to ln@&gl Term Preservation even if

the OAIS itself is not permanent.ong Term is long enough to be concerned with the impacts

of changing technologies, including support for new media and data formats, or with a changing
user community. Long Term may extend indefinitely. In this reference model there is a

particular focus on digital information, both as the primary forms of information held and as

supporting information for both digitally and physically archived materials. Therefore, the model

accommodates information that is inherently non-digital (e.g., a physical sample), but the
modeling and preservation of such information is not addressed in detail. This reference model:

— provides a framework for the understanding and increased awareness of archival concepts
needed for Long Term digital information preservation and access;

— provides the concepts needed by non-archival organizations to be effective participants in
the preservation process;

— provides a framework, including terminology and concepts, for describing and comparing
architectures and operations of existing and future archives;

— provides a basis for comparing the data models of digital information preserved by
archives and for discussing how data models and the underlying information may change
over time;

— provides a foundation that may be expanded by other efforts to cover long-term
preservation of information that is NOT in digital form (e.g., physical media, physical
samples);

— expands consensus on the elements and processes for long-term digital information
preservation and access, and it promotes a larger market which vendors can support;

— guides the identification and production of OAIS related standards.
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The reference model addresses a full range of archival information preservation functions
including ingest, archival storage, data management, access, and dissemination. It also addresses
the migration of digital information to new media and forms, the data models used to represent
the information, the role of software in information preservation, and the exchange of digital
information among archives. It identifies both internal and external interfaces to the archive
functions, and it identifies a number of high-level services at these interfaces. It provides various
illustrative examples and some ‘best practice’ recommendations. Finally, it attempts to define a
maximal archive to provide a broad set of useful terms and concepts, but it defines a minimal set
of responsibilities for an archive to be called an OAIS.

1.2 APPLICABILITY

The OAIS model in this document may be applicable to any archive. It is specifically applicable
to organizations with the responsibility of making information available for the Long Term. This
includes organizations with other responsibilities such as processing and distribution in response
to programmatic needs.

This model is also of interest to those organizations and individuals who create information that
may need Long-Term Preservation and those that may need to acquire information from such
archives.

The model, including the functional and information modeling concepts, is relevant to the
comparison and design of facilities which hold information, on a temporary basis, for two
reasons:

— When taking into consideration the rapid pace of technology changes or possible changes
in a Designated Community, there is the likelihood that facilities, thought to be holding
information on a temporary basis, will in fact find that some or much of their information
holdings will need Long Term Preservation attention.

— Although some facilities holding information may themselves be temporary, some or all
of their information may need to be preserved indefinitely. Such facilities need to be
active participants in the Long Term Preservation effort.

Standards developers are expected to use this model as a basis for further standardization in this
area. A large number of related standards are possible. A road-map for such development is
briefly addressed in 1.5.

This reference model does not specify a design or an implementation. Actual
implementations may group or break out functionality differently.

1.3 RATIONALE

A tremendous growth in computational power, and in networking bandwidth and connectivity,
has resulted in an explosion of organizations who are making digital information available.
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Transactions among all types of organizations are being conducted using digital forms that are
taking the place of more traditional media such as paper.

Preserving information in digital forms is much more difficult than for forms such as paper and
film. This is not only a problem for traditional archives, but also for many organizations that
have never thought of themselves as performing an archival function. It is expected that this
reference model, by establishing minimum requirements for an OAIS archive along with a set of
archival concepts, will provide a common framework from which to view archival challenges,
particularly as they relate to digital information. This should enable more organizations to
understand the issues and to take proper steps to ensure Long Term information preservation. It
should also provide a basis for more standardization and therefore a larger market that vendors
can support in meeting archival requirements.

1.4 CONFORMANCE

A conforming OAIS archive implementation shall support the model of information described in
2.2. The OAIS Reference Model does not define or require any particular method of
implementation of these concepts.

A conforming OAIS archive shall fulfill the responsibilities listed in 3.1. Subsection 3.2
provides examples of the mechanisms that may be used to discharge the responsibilities
identified in 3.1. These mechanisms are not required for conformance.

It is assumed that implementers will use this reference model as a guide while developing a
specific implementation to provide identified services and content. This document does not
assume or endorse any specific computing platform, system environment, system design
paradigm, system development methodology, database management system, database design
paradigm, data definition language, command language, system interface, user interface,
technology, or media required for implementation.

A conformant OAIS archive may provide additional services to users that are beyond those
required of an OAIS.

The OAIS Reference Model is designed as a conceptual framework in which to discuss and
compare archives. As such, it attempts to address all the major activities of an information
preserving archive in order to define a consistent and useful set of terms and concepts. A
standard and other documents that claim to be conformant to the OAIS Reference Model shall
use the terms and concepts defined in the OAIS Reference Model in the same manner.

1.5 ROAD-MAP FOR DEVELOPMENT OF RELATED STANDARDS
This Reference Model, developed by CCSDS Panel 2 in response to ISO TC20/SC 13, serves to

identify areas suitable for the development of OAIS related standards. Some of these standards
may be developed by Panel 2; others may be developed by other standardization bodies.
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However, any such work undertaken by other bodies should be coordinated in order to minimize
incompatibilities and efforts. Areas for potential OAIS related standards include:

— standard(s) for the interfaces between OAIS type archives;

— standard(s) for the submission (ingest) methodology used by an archive;

— standard(s) for the submission (ingest) of digital data sources to the archive;

— standard(s) for the delivery of digital sources from the archive;

— standard(s) for the submission of digital metadata, about digital or physical data sources,
to the archive;

— standard(s) for the identification of digital data within the archive;

— protocol standard(s) to search and retrieve metadata information about digital and
physical data sources;

— standard(s) for media access allowing replacement of media management systems without
having to re-write the media,

— standard(s) for specific physical media;

— standard(s) for the migration of information across media and formats;

— standard(s) for recommended archival practices;

— standard(s) for accreditation of archives.

1.6 DOCUMENT STRUCTURE

1.6.1 HOW TO READ THIS DOCUMENT

All readers should read the Purpose and Scope (1.1), Applicability (1.2), and Conformance (1.4)
subsections to obtain a view on the objectives and applicability of the document.

Those who want just an overview of the major concepts should also read OAIS Concepts
(section 2) and OAIS Responsibilities (section 3).

Those who will implement OAIS archives or administer them on a daily basis should read the
entire document.

1.6.2 ORGANIZATION BY SECTION

Section 1 provides purpose, scope, applicability, and definitions subsections typical of many
standards. It also provides rationale for the effort, conformance requirements, and a road-map
for development of related standards.

Section 2 provides a high-level overview of the major concepts involved in an OAIS archive. It
provides a view of the environment of an OAIS archive and the roles played by those who
interact with it. It discusses what is meant by ‘information’ and what is necessary to preserve it
for the Long Term. It contains key information concepts relevant to OAIS conforming
implementations.
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Subsection 3.1 defines mandatory responsibilities an OAIS archive must discharge in preserving
its information, and 3.2 provides clarifying material of the types of activities that may be needed
in many archives to discharge these responsibilities.

Section 4 provides model views needed for a detailed understanding of an OAIS archive. It
breaks down the OAIS into a number of functional areas and it identifies some high-level
services at the interfaces. It also provides detailed data model views of information using
Unified Modeling Language (UML) diagrams.

Section 5 provides some perspectives on the issues of information preservation using digital
migration across media and across new formats or representations. It also provides some
perspectives on the issues of preserving access services to digital information using software
porting, wrapping, and emulation of hardware.

Section 6 is an introduction to the various alternatives for archive-to-archive associations to
provide increased or more cost-effective services.

The annexes are not part of the Recommendation and are provided for the convenience of the
reader:

annex A provides scenarios of existing archive operations;

— annex B relates parts of this reference model to other standards work;

— annex C provides a brief tutorial on the Unified Modeling Language (UML);
— annex D provides a list of informative references;

— annex E provides a layered model of information;

— annex F provides a composite diagram of the detailed functional areas described in 4.1.
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1.7 DEFINITIONS

1.7.1 ACRONYMS AND ABBREVIATIONS

AIC - Archival Information Collection

AIP - Archival Information Package

AlU - Archival Information Unit

ASCII - American Standard Code for Information Interchange
CAD - Computer-Automated Design

CCSDS - Consultative Committee for Space Data Systems
CD-ROM - Compact Disk - Read Only Memory

CEOS - Committee on Earth Observation Satellites

CIP - Catalog Inter-operability Protocol

CRC - Cyclical Redundancy Check

DED - Data Entity Dictionary

DBMS - Data Base Management System

DDL - Data Description Language

DIP - Dissemination Information Package

DVD - Digital Video Disk

EBCDIC - Extended Binary Coded Decimal Interchange Code
ECS - EOSDIS Core System

EOSDIS - Earth Observing System Data and Information System
FITS - Flexible Image Transfer System

GIF - Graphics Interchange Format

HFMS - Hierarchical File Management System

ICS - Interoperable Catalogue System

IEEE - Institute of Electrical and Electronic Engineers
IMS - Information Management System

ISBN - International Standard Book Number

ISO - Organization for International Standardization
LSDA - Life Sciences Data Archive

NARA - National Archives and Records Administration
NASA - National Aeronautics and Space Administration
NSSDC - National Space Science Data Center

OAIS - Open Archival Information System

ODL - Object Description Language

PDI - Preservation Description Information

PDMP - Project Data Management Plan

PDS - Planetary Data System

PSDD - Planetary Science Data Dictionary

SIP - Submission Information Package

UML - Unified Modeling Language

UNICODE - Universal Code

WwWWwW - World-Wide Web
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1.7.2 TERMINOLOGY

There are many terms used in this reference model which need to have well-defined meanings
and these are defined in this subsection. When first used in the text, they are shown in bold and
are capitalized. Subsequent use employs capitalization only.

As this reference model is applicable to all disciplines and organizations that do, or expect to,
preserve and provide information in digital form, these terms can not match all of those familiar
to any particular discipline (e.g., traditional archives, digital libraries, science data centers).
Rather, the approach taken is to use terms which are not already overloaded with meaning so as
to reduce conveying unintended meanings. Therefore we expect all disciplines and organizations
will find that they need to map some of their more familiar terms to those of the OAIS Reference
Model. This should not be difficult and is viewed as a contribution, not a deterrence, to the
success of the reference model. For example, archival science focuses on preservation of the
‘record’. This is an entity that documents some type of transaction. This term is not used in the
OAIS Reference Model, but one mapping might equate it with Content Information within an
Archival Information Package’ (see definitions below and 2.2 and 4.2 for context).

Access The OAIS entity that contains the services and functions which make the archival
information holdings and related services visible to Consumers.

Access Aids Software or documents that allow Consumers to locate, analyze, and order
Archival Information Packages of interest.

Access Collection A collection of AIPs that is defined by a Collection Description but for
which there is no Packaging Information for the collection in Archival Storage.

Access Method A method for retrieving an Archival Information Package based on its name or
identifier which is available to authorized users.

Adhoc Order: A request that is generated by a Consumer for information the OAIS has
indicated is currently available.

Administration : The OAIS entity that contains the services and functions needed to control the
operation of the other OAIS functional entities on a day to day basis.

Archival Information Collection (AIC) : An Archival Information Package whose Content
Information is an aggregation of other Archival Information Packages.

Archival Information Package (AIP): Content Information and the associated Preservation
Description Information that is needed to preserve the Content Information over the Long Term.
It has associated Packaging Information.

Archival Information Unit (AIU) : An Archival Information Package whose Content

Information is not further broken down into other Content Information components, each of
which has its own complete Preservation Description Information. It can be viewed as an
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‘atomic’ AIP. An example of an AIU would be a table of numbers representing temperatures in a
certain region with all the associated documentation describing how and where the temperatures
were measured, what instruments were used to make the measurements, who made the
measurements, why they were made, what processing has been performed on the measurements
and who has had custody of these measurements since they were first created, how the
measurements relate to other information, how the measurements can be uniquely referenced by
others, etc.

Archival Storage: The OAIS entity that contains the services and functions used for the storage
and retrieval of Archival Information Packages.

Archive: An organization that intends to preserve information for access and use by a
Designated Community.

Associated Descriptions Information describing the content of an Information Package from
the point of view of a particular Access Aid.

Client: An application which exchanges information with another application (see also
Consumer).

Collection Descriptionn A type of Package Description that is specialized to provide
information about an Archival Information Collection for use by Access Aids.

Common Services Supporting services such as inter-process communication, name services,
temporary storage allocation, exception handling, security, and directory services necessary to
support the OAIS.

Consumer. The role played by those persons, or client systems, who interact with OAIS
services to find preserved information of interest and to access that information in detail. This
can include other OAISs or internal OAIS persons or systems.

Content Information: That set of information that is the primary target for preservation. It is
composed of a Data Object and its Representation Information. An example of Content Information
could be a single table of numbers representing, and understandable as, temperatures, but excluding
the documentation that would explain its history and origin, how it relates to other observations, etc.

Context Information: Information that documents the relationships of the Content Information
to its environment. This includes why the Content Information was created and how it relates to
other Content Information objects existing elsewhere.

Data: The representation forms of information. Examples of data include a sequence of bits, a
table of numbers, the characters on a page, the sounds made by a person speaking, a moon rock
specimen.

Data Submission SessionA delivered set of media or a single telecommunications session that
provides Data to an OAIS. The Data Submission Session format/contents is based on a data
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model negotiated between the OAIS and the Producer in the Submission Agreement. This data
model identifies the logical constructs used by the Producer and how they are represented on
each media delivery or in the telecommunication session.

Data Dictionary: A formal repository of terms used to describe data.

Data Dissemination SessianA delivered set of media or a single telecommunications session
that provides data to a Consumer. The Data Dissemination Session format/contents is based on a
data model negotiated between the OAIS and the Consumer in the Request Agreement. This
data model identifies the logical constructs used by the OAIS and how they are represented on
each media delivery or in the telecommunication session.

Data Management The OAIS entity that contains the services and functions for populating,
maintaining, and querying a wide variety of information such as catalogs and inventories on what
may be retrieved from Archival Storage, processing algorithms that may be run on retrieved data
(if any), Consumer access statistics, Consumer billing, Event Based Orders, security controls,
and OAIS schedules, policies, and procedures.

Data Management Data Data created and stored in Data Management persistent storage that
refer to operation of an archive. Some examples of this data are accounting data for Consumer
billing and authorization, policy data, Event Based Order (subscription) data for repeating
requests, and statistical data for generating reports to archive management

Data Object Either a Physical Object or a Digital Object.

Descriptive Information: That set of information, consisting primarily of Package Descriptions,
which is provided to Data Management to support the finding, ordering, and retrieving of OAIS
information holdings by Consumers.

Designated Community An identified set of potential Consumers who should be able to
understand a particular set of information. The set may be composed of multiple user
communities.

Digital Migration : The transfer of digital information, while intending to preserve it, within the
OAIS. ltis distinguished from transfers in general by three attributes:

— afocus on the preservation of the full information content;

— a perspective that the new archival implementation of the information is a replacement
for the old; and

— an understanding that full control and responsibility over all aspects of the transfer resides
with the OAIS.

Digital Object: An objectcomposed of a set of bit sequences.
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Dissemination Information Package (DIP) An Information Package that contains parts or all
of one or more AIPs and that is distributed to the Consumer as requested.

Event Based Order A request that is generated by a Consumer for information that is to be
delivered periodically on the basis of some event or events.

Finding Aid: A type of Access Aid that allows a user to search for and identify Archival
Information Packages of interest.

Fixity Information : This information documents the authentication mechanisms and provides
authentication keys to ensure that the Content Information object has not been altered in an
undocumented manner. An example is a CRC code for a file.

Format: The sequential organization of data in terms of its components.

Information : Any type of knowledge that can be exchanged. In an exchange, it is represented

by data. Often the representation used is not fully known to the recipient of the data and the data
must be accompanied by explicit Representation Information, understandable to the recipient,

that is used to interpret the data. An example is a string of bits (the data) accompanied by a
description of how to interpret a string of bits as numbers representing temperature observations
measured in degrees Celsius (the representation information).

Information Object: A Data Object together with its Representation Information.

Information Package: Content Information and associated Preservation Description Information
which is needed to aid in the preservation of the Content Information. The Information Package
has associated Packaging Information used to delimit and identify the Content Information and
Preservation Description Information.

Ingest The OAIS entity that contains the services and functions that accept Submission

Information Packages from Producers, prepare Archival Information Packages for storage, and
ensure that Archival Information Packages and their supporting Descriptive Information become
established within the OAIS.

Knowledge Base A set of information, incorporated by a person or system, that allows that
person or system to understand received information.

Long Term: A period of time long enough for there to be concern about the impacts of changing
technologies, including support for new media and data formats, and of a changing user
community, on the information being held in a repository. This period extends into the indefinite
future.

Long Term Preservation The act of maintaining information, in a correct and independently
usable form, over the Long Term. Independently usable information has sufficient
documentation to allow the information to be understood and used by the Designated Community
without having to resort to special resources not widely available, including named individuals.
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Management The role played by those who set overall OAIS policy as one component in a
broader policy domain.

Member Description: An Associated Description that describes a member of a collection.

Metadata: Data about other data.

Open Archival Information System (OAIS): An archive, consisting of an organization of
people and systems, that has accepted the responsibility to preserve information and make it
available for a Designated Community. It meets a set of responsibilities, as defined in 3.1 of this
document, that allows an OAIS archive to be distinguished from other uses of the term ‘archive’.
The term ‘Open’ in OAIS is used to imply that this Recommendation and future related
Recommendations and standards are developed in open forums, and it does not imply that access
to the archive is unrestricted.

Order Agreement An agreement between the archive and the Consumer in which the physical
details of the delivery, such as media type and format of Data, are specified

Ordering Aid: An applicationthat assists the Consumer in discovering the cost of, and in
ordering, AlIPs of interest.

Overview Description: A specialization of the Collection Description that describes the
collection as a whole.

Package Description Information intended for use by Access Aids.

Packaging Information: That information that is used to bind and identify the components of
an Information Package. For example, it may be the ISO-9660 volume and directory information
used on a CD-ROM to provide the content of several files containing Content Information and
Preservation Description Information.

Physical Object An object (such as a moon rock, bio-specimen, microscope slide) with
physically observable properties that represent information that is considered suitable for being
adequately documented for preservation, distribution, and independent usage.

Preservation Description Information (PDI): Information which is necessary for adequate
preservation of the Content Information and which can be categorized as Provenance, Reference,
Fixity, and Context information.

Producer:. The role played by those persons, or client systems, who provide the information to
be preserved. This can include other OAISs or internal OAIS persons or systems.

Provenance Information: Information that documents the history of the Content Information.
This information tells the origin or source of the Content Information, any changes that may have
taken place since it was originated, and who has had custody of it since it was originated.
Examples of Provenance Information are the principal investigator who recorded the data, and
the information concerning its storage, handling, and migration.
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Reference Information: Information that identifies, and if necessary describes, one or more
mechanisms used to provide assigned identifiers for the Content Information. It also provides
identifiers that allow outside systems to refer, unambiguously, to a particular Content
Information. An example of Reference Information is an ISBN.

Reference Model A framework for understanding significant relationships among the entities

of some environment, and for the development of consistent standards or specifications
supporting that environment. A reference model is based on a small number of unifying concepts
and may be used as a basis for education and explaining standards to a non-specialist.

Refreshment A Digital Migration where the effect is to replace a media instance with a copy that
is sufficiently exact that all Archival Storage hardware and software continues to run as before.

Repackaging A Digital Migration in which there is an alteration in the Packaging Information
of the AIP.

Replication: A Digital Migration where there is no change to the Packaging Information, the
Content Information, and the PDI. The bits used to represent these Information Objects are
preserved in the transfer to the same or new media instance.

Representation Information: Information that maps Data into more meaningful concepts. An
example is the ASCII definition which describes how bits (i.e., Data) are mapped into symbols.
Another example is a description of the numbers (i.e., Data) in a table as being the coordinates of
a location on the Earth measured in East longitude and latitude.

Representation Network The set of Representation Information which fully describes the
meaning of a Data Object. Representation Information in digital forms needs additional
Representation Information so its digital forms can be understood over the Long Term.

Result Set The set of descriptive records for those AIPs in an OAIS which match the criteria
stated in a Consumer query, or other results from a search on Data Management.

Retrieval Aid: an application that allows authorized users to retrieve the Content Information
and PDI described by the Package Description.

Search SessionA session initiated by the Consumer with the archive during which the Consumer
will use the archive Finding Aids to identify and investigate potential holdings of interest.

Structure Information : Information that imparts meaning about how other information is
organized. For example, it maps bit streams to common computer types such as characters,
numbers, and pixels and aggregations of those types such as character strings and arrays.

Submission Agreement An agreement reached between an OAIS and the Producer that
specifies a data model for the Data Submission Session. This data model identifies
format/contents and the logical constructs used by the Producer and how they are represented on
each media delivery or in a telecommunication session.
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Submission Information Package (SIP) The Information Package identified by the Producer
in the Submission Agreement with the OAIS.

Transformation: A Digital Migration in which there is an alteration to the Content Information
or PDI of an Archival Information Package. For example, changing ASCII codes to UNICODE
in a text document being preserved is a Transformation.

Unit Description: A type of Package Description that is specialized to provide information
about an Archival Information Unit for use by Access Aids.
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2 OAIS CONCEPTS

The purpose of this section is to motivate and describe several key high-level OAIS concepts. A
more complete view, and a formal modeling of these concepts, is given in section 4.

The term *‘archive’ has come to be used to refer to a wide variety of storage and preservation
functions and systems. Traditionally, an archive is understood as a facility or organization which
preserves records, originally generated by or for a government organization, institution, or
corporation, for access by public or private communities. It accomplishes this task by taking
ownership of the records, ensuring that they are understandable to the accessing community, and
managing them so as to preserve their information content and authenticity. Historically, these
records have been in such forms as books, papers, maps, photographs, and film, which can be
read directly by humans, or read with the aid of simple optical magnification and scanning aids.
The major focus for preserving this information has been to ensure that they are on media with
long-term stability and that access to this media is carefully controlled.

The explosive growth of information in digital forms has posed a severe challenge not only for
traditional archives and their information providers, but also for many other organizations in the
government, commercial and non-profit sectors. These organizations are finding, or will find,
that they need to take on the information preservation functions typically associated with
traditional archives because digital information is easily lost or corrupted. The pace of
technology evolution is causing some hardware and software systems to become obsolete in a
matter of a few years, and these changes can put severe pressure on the ability of the related data
structures or formats to continue effective representation of the full information desired.
Although some archives may be temporary, some or all of their information may need to be
preserved indefinitely. Much of the supporting information necessary to preserve this
information is more easily available or only available at the time when the original information is
produced. Such temporary archives need to be active participants in the long-term preservation
effort and follow the principles espoused in this OAIS reference model to ensure the information
can be preserved for the Long Term. Participation in these efforts will minimize the lifecycle
costs and enable effective long-term preservation of the information.

The explosion of computer processing power and digital media has resulted in many systems
where the Producer role and the archive role are the responsibility of the same entity. These
systems, which are sometimes known as Active Archives should subscribe to the goals of Long
Term Preservation discussed in this document. The design process must realize that some of the
Long Term Preservation activities may conflict with the goals of rapid production and
dissemination of products to Consumers. The designers and architects of such systems should
document where compromises have been made.

A major purpose of this reference model is to facilitate a much wider understanding of what is
required to preserve and access information for the Long Term. To avoid confusion with simple
‘bit storage’ functions, the reference model defines an Open Archival Information System
(OAIS) which performs a long-term information preservation and access function. An OAIS
archive is one that intends to preserve information for access and use by a Designated
Community, and it meets the requirements given in section 3. It includes archives that have to

CCSDS 650.0-R-1 Page 2-1 May 1999



DRAFT CCSDS RECOMMENDATION FOR AN OAIS REFERENCE MODEL

keep up with steady input streams of information as well as those that experience primarily
aperiodic inputs. It includes archives that provide a wide variety of sophisticated access services
as well as those that support only the simplest types of requests. For the remainder of this
document, the term archive and OAIS are equivalent and understood to refer to an OAIS archive,
unless the context makes it clear otherwise (e.g., traditional archives).

The OAIS model recognizes the already highly distributed nature of digital information holdings

and the need for local implementations of effective policies and procedures supporting information
preservation. This allows, in principle, a wide variety of organizational arrangements, including

various roles for traditional archives, in achieving this preservation. It is expected that

organizations attempting to preserve information will find that using OAIS terms and concepts will

assist them in achieving their information preservation goals.

2.1 OAIS ENVIRONMENT

The simple model shown in figure 2-1 gives the environment surrounding an OAIS.

OAIS
Producer ——— (archive) r— Consumer

Management

Figure 2-1: Environment Model of an OAIS
Outside the OAIS arBroducers Consumers andManagement

— Produceris the role played by those persons, or client systems, which provide the
information to be preserved.

— Management is the role played by those who set overall OAIS policy as one component in
a broader policy domain. In other words, Management control of the OAIS is only one of
Management’'s responsibilities. Management is not involved in day-to-day archive
operations. The responsibility of managing the OAIS on a day-to-day basis is included
within the OAIS in an administrative functional entity which will be described in 4.1.

— Consumer is the role played by those persons, or client systems, which interact with
OAIS services to find and acquire preserved information of interest. A special class of
Consumers is the Designated Communiffhe Designated Community is the set of
Consumers who should be able to understand the preserved information.
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2.1.1 INTERACTIONS BETWEEN OAIS ARCHIVES

Other OAIS archives are not shown explicitly. Such archives may establish particular
agreements among themselves consistent with Management and OAIS needs. Other archives
may interact with a particular archive for a variety of reasons and with varying degrees of
formalism for any pre-arranged agreements. One OAIS may take the role of Producer to another
OAIS; an example is when the responsibility for preserving a type of information is to be moved
to this other archive. One OAIS may take the role of Consumer to another OAIS; an example is
when the first OAIS decides to rely on the other OAIS for a type of information it seldom needs
and chooses not to preserve locally. Such reliance should have some formal basis that includes
the requirement for communication between the archives of any policy changes that might affect
this reliance. The range of possible interactions between OAIS archives is discussed in section 6,
Archive Interoperability.

2.2 OAIS INFORMATION
2.2.1 INFORMATION DEFINITION

A clear definition of information is central to the ability of an OAIS to preserve it. While formal
modeling of information is given in section 4, some key concepts are given in this subsection.

A person, or system, can be said to haknawledge Base which allows them to understand
received information. For example, a person who has a Knowledge Base that includes an
understanding of English will be able to read, and understand, an English text.

Information is defined as any type of knowledge that can be exchanged, and this information is
always expressed (i.e., represented) by some type of data. For example, the information in a
hardcopy book is typically expressed by the observable characters (the data) which, when they
are combined with a knowledge of the language used (the Knowledge Base), are converted to
more meaningful information. If the recipient does not already include English in its Knowledge
Base, then the English text (the data) needs to be accompanied by English dictionary and
grammar information (i.eRepresentation Information) in a form that is understandable using

the recipient’'s Knowledge Base.

Similarly, the information stored within a CD-ROM file is expressed by the bits (the data) it
contains which, when they are combined with the Representation Information for those bits, are
converted to more meaningful information as long as the Representation Information is
understandable using the recipient’'s Knowledge Base. For example, assume the bits represent an
ASCII table of numbers giving the coordinates of a location on the Earth measured in degrees
latitude and East longitude. The Representation Information will typically include the definition

of ASCII together with descriptions of the format of the numbers and their locations in the file,
their definitions as latitude and longitude, and the definition of their units as degrees. It may go
on to include additional meaning that is assigned to the table. In general, it can be said that ‘Data
interpreted using its Representation Information yields Information’ and this is shown
schematically in figure 2-2.
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Data Interpreted | Representation ; Information
: : Yields .
Object Using Its Information Object
— —

Figure 2-2: Obtaining Information from Data

In order for thisinformation Object to be successfully preserved, it is critical for an OAIS to
clearly identify and understand tiata Object and its associated Representation Information.

For digital information, this means the OAIS must clearly identify the bits and the Representation
Information that applies to those bits. This required transparency to the bit level is a
distinguishing feature of digital information preservation and it runs counter to current object
oriented concepts which try to hide these implementation issues. This presents a significant
challenge to the preservation of digital information.

As a further complication, the recursive nature of Representation Information, which typically is

composed of its own data and other Representation Information, typically leads to a network of
Representation Information objects. Since a key purpose of an OAIS is to preserve information
for a Designated Community, the OAIS must understand the Knowledge Base of its Designated
Community to understand the minimum Representation Information that must be maintained.
The OAIS should then make a decision between maintaining the minimum Representation
Information needed for its Designated Community and a larger amount of Representation
Information which may allow understanding by a larger Consumer community with a less

specialized Knowledge Base. Over time, evolution of the Designated Community’s Knowledge
Base may require updates to the Representation Information to ensure continued understanding.

As a practical matter, software is used to access the Information Object and it will incorporate
some understanding of the network of Representation Information objects involved. However

this software should not be used as rationale for avoiding identifying and gathering the

Representation Information that defines the Information Object because it is harder to preserve
working software than to preserve information in digital or hardcopy forms.

2.2.2 INFORMATION PACKAGE DEFINITION

The definition of an Information Object is applicable to all the information types discussed in this
and the following subsections. In other words, they all have associated Representation
Information although this is usually not shown explicitly.

Every submission of information to an OAIS by a Producer, and every dissemination of

information to a Consumer, occurs as one or more discrete transmissions. Therefore, it is
convenient to define the concept of an Information Package.
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An Information Package is a conceptual container of two types of information calledtent
Information andPreservation Description Information (PDI). The Content Information and
PDI are viewed as being encapsulated and identifiable bydlkaging Information. The
resulting package is viewed as being discoverable by virtue @fdberiptive Information.

These Information Package relationships are shown schematically in figure 2-3.

Content Preservation
Information Description
Information

|

Packaging Information

Package 1

Descriptive
Information
about Package 1

Figure 2-3: Information Package Concepts and Relationships

The Content Information is that information which is the primary target of preservation. It
consists of the primary Data Object (Physical Object or Digital Object, i.e., bits) and its
associated Representation Information needed to make the Data Object understandable to the
Designated Community. For example, it may be an image that is provided as the bit content of
one CD-ROM file together with other files, on the same CD-ROM, that contain Representation
Information.

Only after the Content Information has been clearly defined can an assessment of the
Preservation Description Information be made. The Preservation Description Information
applies to the Content Information and is needed to preserve the Content Information, to ensure it
is clearly identified, and to understand the environment in which the Content Information was
created. The Preservation Description Information is divided into four types of preserving
information called Provenance, Context, Reference, and Fixity. Briefly, they are the following:

— Provenance describes the source of the Content Information, who has had custody of it
since its origination, and what its history (including processing history) has been.
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— Context describes how the Content Information relates to other information outside the
Information Package. For example, it would describe why the Content Information was
produced and it may include a description of how it relates to another Content
Information object that is available.

— Reference provides one or more identifiers, or systems of identifiers, by which the
Content Information may be uniquely identified. Examples include an ISBN number for
a book or a set of attributes that distinguish one Content Information from another.

— Fixity provides a wrapper, or protective shield, that protects the Content Information from
undocumented alteration. For example, it may involve a check sum over the Content
Information of a digital Information Package.

The Packaging Information is that information which, either actually or logically, binds,
identifies and relates the Content Information and PDI. For example, if the Content Information
and PDI are identified as being the content of specific files on a CD-ROM, then the Packaging
Information would include the ISO-9660 volume/file structure on the CD-ROM as well as the
names and directory information of the files on CD-ROM disk.

The Descriptive Information is that information which is used to discover which package has the
Content Information of interest. Depending on the setting, this may be no more than a
descriptive title of the Information Package that appears in some message, or it may be a full set
of attributes that are searchable in a catalog service.

2.2.3 INFORMATION PACKAGE VARIANTS

It is necessary to distinguish between an Information Package that is preserved by an OAIS and
the Information Packages that are submitted to, and disseminated from, an OAIS. These variant
packages are needed to reflect the reality that some submissions to an OAIS will have
insufficient Representation Information or PDI to meet final OAIS preservation requirements. In
addition, these may be organized very differently from the way the OAIS organizes the
information it is preserving. Finally, the OAIS may provide information to Consumers that does
not include all the Representation Information or all the PDI with the associated Content
Information being disseminated. These variants are referred to as the Submission Information
Package (SIP), the Archival Information Package (AIP), and the Dissemination Information
Package (DIP).

The Submission Information Package(SIP) is that package that is sent to an OAIS by a
Producer. Its form and detailed content is typically negotiated between the Producer and the
OAIS. Most SIPs will have some Content Information and some PDI, but it may require several
SIPs to provide a complete set of Content Information and associated PDI to form an AIP. A
single SIP may contain information that is to be included in several AIPs. The Packaging
Information will always be present in some form.
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Within the OAIS one or more SIPs are transformed into one or éaigval Information
PackageqAlIP) for preservation. The AIP has a complete set of PDI for the associated Content
Information. The AIP may also contain a collection of other AIPs and this is discussed and
modeled in section 4. The Packaging Information of the AIP will conform to OAIS internal
standards, and it may vary as it is managed by the OAIS.

In response to a request, the OAIS provides all or a part of an AIP to a Consumer in the form of a
Dissemination Information Package (DIP) The DIP may also include collections of AIPs, and

it may or may not have complete PDI. The Packaging Information will always be present in
some form so that the Consumer can clearly distinguish the information requested. The
Packaging Information may take several forms depending on the dissemination media and
Consumer requirements.

2.3 OAIS HIGH-LEVEL EXTERNAL INTERACTIONS

The following subsections present a high-level view of the interaction between the entities
identified in the OAIS environment. Figure 2-4 is a data flow diagram that represents the
operational OAIS archive external data flows. This diagram concentrates on the flow of
information among Producers, Consumers and the OAIS and does not include flows that involve
Management. These flows are dealt with further in section 4.

Producer \

Submissjon
Information
Packages

OAIS

Archival

Information
Legend Packages ‘\
M ueries
I:I = Entity \
result
Information sets
= Package
Data Object
Dissemination orders
—p = Data Flow Information \ i

Packages
\» Consumer

Figure 2-4: OAIS Archive External Data Flows
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2.3.1 MANAGEMENT INTERACTION

Management provides the OAIS with its charter and scope. The charter may be developed by the
archive but it is important that Management formally endorse archive activities. The scope
determines the breadth of both the Producer and Consumer groups served by the archive.

Some examples of typical interactions between the OAIS and Management include:

— Management is often the primary source of funding for an OAIS and may provide
guidelines for resource utilization (personnel, equipment, facilities).

— Management will generally conduct some regular review process to evaluate OAIS
performance and progress toward long-term goals.

— Management determines or at least endorses pricing policies, as applicable, for OAIS
services.

— Management participates in conflict resolution involving Producers, Consumers and
OAIS internal administration.

Effective Management should also provide support for the OAIS by establishing procedures that
assure OAIS utilization within its sphere of influence. For example, management policies should
require that all funded activities within its sphere of influence submit data products to the archive
and also adhere to archive standards and procedures.

2.3.2 PRODUCER INTERACTION

The first contact between the OAIS and the Producer is a request that the OAIS preserve the data
products created by the Producer. This contact may be initiated by the OAIS, the Producer or
Management. The Producer establisheSubmission Agreementwith the OAIS, which
identifies the SIPs to be submitted and may span any length of time for this submission. Some
Submission Agreements will reflect a mandatory requirement to provide information to the
OAIS, while others will reflect a voluntary offering of information. Even in the case where no
formal Submission Agreement exists such as a World Wide Web (WWW) site, a virtual
Submission Agreement may exist specifying the file formats and the general subject matter the
site will accept.

Within the Submission Agreement, one or md@ata Submission Sessionsare specified.

There may be significant time gaps betweenDht Submission SessionsA Data Submission

Session will contain one or more SIPs and may be a delivered set of media or a single
telecommunications session. The Data Submission Session content is based on a data model
negotiated between the OAIS and the Producer in the Submission Agreement. This data model
identifies the logical components of the SIP (e.g., the Content Information, PDI, Packaging
Information, and Descriptive Information) that are to be provided and how (and whether) they are
represented in each Data Submission Session. All data deliveries within a Submission
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Agreement are recognized as belonging to that Submission Agreement and will generally have a
consistent data model which is specified in the Submission Agreement. For example, a Data
Submission Session may consist of a set of Content Information corresponding to a set of
observations which are carried by a set of fles on a CD-ROM. The Preservation Description
Information is split among two other files. All of these files need Representation Information
which must be provided in some way. The CD-ROM and its directory/file structure are the
Packaging Information, which provides encapsulation and identification of the Content
Information and PDI in the Data Submission Session. The Submission Agreement indicates how
the Representation Information for each file is to be provided, how the CD-ROM is to be
recognized, how the Packaging Information will be used to identify and encapsulate the SIP
Content Information and PDI, and how frequently Data Submission Sessions (e.g., one per month
for two years) will arrive. It also gives other needed information such as access restrictions to the
data.

Each SIP in a Data Submission Session is expected to meet minimum OAIS requirements for
completeness. However, in some cases multiple SIPs may need to be received before an
acceptable AIP can be formed and fully ingested within the OAIS. In other cases, a single SIP
may contain data to be included in many AIPs. A Submission Agreement also includes, or
references, the procedures and protocols by which an OAIS will either verify the arrival and
completeness of a Data Submission Session with the Producer or question the Producer on the
contents of the Data Submission Session.

2.3.3 CONSUMER INTERACTION

There are many types of interactions between the Consumer and the OAIS. These interactions
include questions to a help desk, requests for literature, catalog searches, orders and order status
requests. The ordering process is of special interest to the OAIS Reference Model (RM) since it
deals with the flow of archive holdings between the OAIS and the Consumer.

The Consumer establishes &@wrder Agreement with the OAIS for information. This
information may currently exist in the archive or be expected to be ingested in the future. The
Order Agreement may span any length of time and under it one orDatsieDissemination
Sessionsmay take place. A Data Dissemination Session may involve the transfer of a set of
media or a single telecommunications session. The Order Agreement identifies one or more
AIPs of interest, how those AIPs are to be transformed and mapped into Dissemination
Information Package (DIPs) and how those DIPs will be packaged in a Data Dissemination
Session. The Order Agreement will also specify other needed information such as delivery
information (e.g., name or mailing address), and any pricing agreements as applicable. There are
two common order types initiated by ConsumersBfent Based Orderand theAdhoc Order.

In the case of an Adhoc Order, the Consumer establishes an Order Agreement with the OAIS for
information available from the archive. If the Consumer does not knpwori what specific
holdings of the OAIS are of interest, the Consumer will establiSleaach Sessiorwith the

OAIS. During this Search Session the Consumer will use the GiatBng Aids that operate

on Descriptive Information, or in some cases on the AIPs themselves, to identify and
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investigate potential holdings of interest. This may be accomplished by the submission of
gueries and the return of result sets to the Consumer. This searching process tends to be iterative
with a Consumer first identifying broad criteria and then refining these criteria based on previous
search results. Once the Consumer identifies the OAIS AIPs of interest the Consumer may
provide an Order Agreement that documents the identifiers of the AlPs the Consumer wishes to
acquire and how the DIPs will be acquired from the OAIS. If the AlIPs are available, an Adhoc
Order will be placed. However if the AIPs desired are not yet available, an Event Based Order
may be placed.

In the case of an Event Based Order, the Consumer establishes an Order Agreement with the
OAIS for information expected to be received on the basis of some triggering event. This event
may be periodic, such as a monthly distribution of any AIPs ingested by the OAIS from a specific
Producer, or it may be a unique event such as the ingestion of a specific AIP. The Order
Agreement will also specify other needed information such as the trigger event for new Data
Dissemination Sessions and the criteria for selecting the OAIS holdings to be included in each
new Data Dissemination Session.

The Order Agreement does not have to be a formal document. In general an OAIS will have a
general pricing policy and maintain an information base of the electronic and physical mailing
addresses of its users. In this case, the process of developing an Order Agreement may be no
more than the completion of a World Wide Web form to specify the AIPs of interest.
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3 OAIS RESPONSIBILITIES
Subsection 3.1 identifies the minimal responsibilities that shall be discharged by an OAIS.

Subsection 3.2 gives some examples of mechanisms to discharge these responsibilities, although
not all of these will be applicable to all OAISs.

3.1 MANDATORY RESPONSIBILITIES

This subsection establishes mandatory responsibilities that an organization must discharge in
order to operate an OAIS archive.

The OAIS must:
— Negotiate and accept appropriate information from information Producers.

— Obtain sufficient control of the information provided to the level needed to ensure Long-
Term Preservation.

— Determine, either by itself or in conjunction with other parties, which communities
should become the Designated Community and therefore should be able to understand the
information provided.

— Ensure the information to be preserved is independently understandable to the Designated
Community. In other words, the community should be able to understand the information
without needing the assistance of the experts who produced the information.

— Follow documented policies and procedures which ensures the information is preserved
against all reasonable contingencies and enables the information to be disseminated as
authenticated copies of the original or as traceable to the original.

— Make the preserved information available to the Designated Community.

3.2 EXAMPLE MECHANISMS FOR DISCHARGING RESPONSIBILITIES

This subsection provides example mechanisms for discharging the responsibilities of 3.1. Not all
of these mechanisms will be applicable to all OAISs.

3.2.1 NEGOTIATES AND ACCEPTS INFORMATION

An organization operating an OAIS will have established some criteria that aids in determining
the types of information that it is willing to, or it is required to, accept. These criteria may

include, among others, subject matter, information source, degree of uniqueness or originality,
and the nature of the techniques used to represent the information (e.g., physical media, digital
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media, format). The information may, in general, be submitted using a wide variety of common
and not-so-common forms, such as books, documents, maps, data sets, and moon rocks using a
variety of communication paths including networks, mail, and special delivery.

The OAIS negotiates with the Producer to ensure it acquires appropriate Content Information and
associated PDI for its mission and the Designated Community. Considerable iteration may be
required to agree on the right information to be submitted and to get it into forms acceptable to
the OAIS. For example, this may include digitizing audio or video material, or scanning text.

The OAIS should extract, or otherwise obtain, sufficient Descriptive Information to assist the
Designated Community in finding the Content Information of interest. It also should ensure that
the information meets all OAIS internal standards.

3.2.2 OBTAINS SUFFICIENT CONTROL FOR PRESERVATION

In general, the OAIS will accept the Content Information as either a custodian or as the new legal
owner. When acting as a custodian, the OAIS may need to involve the actual owner(s) in some
migration and access decisions depending on the authority it has been granted to act
independently. When it is the legal owner, it already has the independence to do what is
required to preserve the information and make it accessible.

The OAIS must assume sufficient control over the Content Information and Preservation
Description Information so that it is able to preserve it for the Long Term. There is no issue with
the AIP’s Packaging Information because, by definition, this is under internal OAIS control.
The problems of assuming sufficient control of the Content Information and Preservation
Description Information, when they are largely digital, are addressed in three related categories as
follows:

— copyright implications;
— authority to modify Representation Information;
— agreements with external organizations.

Copyright implications: These issues occur when the OAIS acts as a custodian. An OAIS
should understand the copyright concepts and applicable laws prior to accepting copyright
materials into the OAIS. It can establish guidelines for ingestion of information and rules for
dissemination and duplication of the information when necessary. It is beyond the scope of this
document to provide details of national and international copyright laws.

Authority to modify Representation Information: Although the Fixity information within the
Preservation Description Information of an AIP ensures that the Content Information related bits
have not been altered, there will come a time when Content Information bits are not in a form
that is convenient for the Consumers from the Designated Community. The Content Information
bits may be fully documented in available hardcopy forms, so technically the information has not
been lost, but practically the information has become inaccessible. The OAIS needs the authority
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to migrate the Content Information to new representation forms. If it is acting as a custodian, it
may need to seek additional permission to make such changes. If the information is copyrighted,
the OAIS should already have negotiated permission to make the changes needed to meet
preservation objectives. It may employ subject matter experts, from outside the OAIS, to help
ensure that information is not lost. Ideally, when this situation arises, both the original AIPs
(fully described) and new AIPs will be retained. Digital Migration issues are addressed more
fully in section 5.

Agreements with external organizations: An OAIS may establish a variety of agreements with
other organizations to assist in its preservation objectives. For example, it may establish an
agreement with another OAIS so that it does not have to preserve all the common Representation
Information objects related to its Content Information objects. Agreements with other
organizations should be monitored to be sure they are being followed and remain useful.

3.2.3 DETERMINES DESIGNATED CONSUMER COMMUNITY

The submission, or planned submission, of Content Information and associated PDI requires a
determination as to who the expected Consumers, or Designated Community, of this information
will be. This is necessary in order to determine if the information, as represented, will be
understandable to that community. For example, an archive may decide that certain Content
Information should be understandable to the general public and therefore this becomes the
Designated Community.

For some scientific information, the Designated Community of Consumers might be described as
those with a first year graduate level education in a related scientific discipline. This is a more
difficult case as it is less clear what degree of specialized scientific terminology might actually be
acceptable. The Producers of such specialized information are often familiar with a narrowly
recognized set of terminology, so it is especially critical to clearly define the Designated
Community for their information and to make the effort to ensure this community can understand
the information.

The possible evolution of the definition of the Designated Community also needs consideration.
Information originally intended for a narrowly defined community may need to be made more
widely understandable at some future date. For example, information originally intended to be
understandable to a particular scientific community may need to be made understandable to the
general public. This is likely to mean adding explanations in support of the Representation
Information and the Preservation Description Information and it can become increasingly
difficult to obtain this information over time. Selecting a broader definition of the Designated
Community (e.g., general public) when the information is first proposed for Long-Term
Preservation can reduce this concern and also improve the likelihood that the information will be
understandable to all in the original community.
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3.2.4 ENSURES INFORMATION IS INDEPENDENTLY UNDERSTANDABLE

The degree to which Content Information and its associated PDI conveys information to a
Designated Community is, in general, quite subjective. Nevertheless, it is essential that an
archive make this determination in order to maximize information preservation. Digital Content

Information and PDI need adequate Representation Information to be understandable to its
Designated Community. Typically there are multiple Representation Information objects

involved and this is dealt with in 4.2.

For example, consider Content Information from a digital set of observations of rainfall,
temperature, pressure, wind velocities, and other parameters measured all over the world for a
year. This type of information is very extensive, is not usually in a form intended for direct
human browsing or reading, but it is in a form appropriate to searching and manipulation by
application software. Such content may only be understandable to the original Producers unless
there is adequate documentation of the meaning of the various fields and their inter-relationships,
and how the values relate back to the original instrumentation that made the observations. In
such specialized fields extra effort is needed to ensure that the Content Information and the
Preservation Description Information are understandable to a Designated Community. If the
archive does not have this level of expertise in-house, it may have outside community
representatives review the information for long-term understandability. Otherwise some of the
information may be understandable to only a few specialists and be lost when they are no longer
available.

Even when a set of information has been determined to be understandable to a particular
Designated Community, over time the Knowledge Base of this community may evolve to the
point that important aspects of the information may no longer be readily understandable. At this
point it may be necessary for the OAIS to enhance the associated Representation Information so
that it is again readily understandable to the Designated Community.

As another example, a manuscript’'s Content Information may be written in English and therefore
its content may be generally understandable to a wide audience. However, unless the purpose for
which it was created is clearly documented, much of its meaning may be lost. This ‘purpose’
information is part of its Context and must be provided in the Preservation Description
Information.

Software is needed for efficient access to Digital Content Information. However, maintaining
Content Information-specific software over the Long Term has not yet been proven cost effective
due to the narrow application of such software. The danger of information loss is great when
such software is relied upon for information preservation and understanding because it may cease
to function under only small changes to the hardware and software environment. This may not
be recognized unless there is a vigorous, ongoing, testing and validation program.
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3.2.5 FOLLOWS ESTABLISHED PRESERVATION POLICIES AND PROCEDURES

It is essential for an OAIS to have documented policies and procedures for preserving its AIPs,
and it should follow those procedures. The appropriate policies and procedures will depend, at
minimum, on the nature of the AIPs and any ‘backup’ relationships the archive may have with
other archives. For example, migrations which alter any Content Information or PDI will need to
be carefully monitored and the appropriate PDI fully updated. This attention to detail, while also
ensuring against processing errors, requires that strong policies and procedures be in place and
that they be executed.

The Producer and Consumer communities should be provided with submission and
dissemination standards, policies, and procedures to support the preservation objectives of the
OAIS.

The Designated Community should be monitored to be sure the Content Information is still
understandable to them. The Designated Community may lose its familiarity with some
terminology, and the definition of the community may be broadened to include other members
with different backgrounds. For example, a periodic review with participants representing the
Designated Community could assist in this process.

A long-term technology usage plan, updated as technology evolves, is essential to avoid being
caught with very costly system maintenance, emergency system replacements, and costly data
representation transformations.

3.2.6 MAKES THE INFORMATION AVAILABLE

By definition, an OAIS makes its AlPs visible and available to its Designated Communities.
Multiple views of its holdings, supported by various search aids that may cut across collections
of AIPs, may be provided. Some AIPs may only exist as the output of algorithms operating on
other AIPs. They appear as DIPs that, upon dissemination, should include documentation on
how they were derived from other AIPs. The expectations of OAIS Consumers regarding access
services will vary widely among archives and over time as technology evolves. Pressures for
ever more effective access must be balanced with the requirements for preservation under the
available resource constraints.

Some AIPs may have restricted access and therefore may only be disseminated to Consumers
who meet access restrictions. The OAIS should have published policies on access and
restrictions so that the rights of all parties are protected.

In general, DIPs may be distributed by all varieties of communication paths, including networks
and physical media.
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4 DETAILED MODELS

The purpose of this section is to provide a more detailed model view of the functional entities of
the OAIS and the information handled by the OAIS. This aids OAIS designers of future systems
and provides a more precise set of terms and concepts for discussion of current systems.

4.1 FUNCTIONAL MODEL

The OAIS of figure 2-1 is separated in figure 4-1 into five functional entities and related
interfaces. Only major information flows are shown. The lines connecting entities identify

communication paths over which information flows in both directions. The lines to
Administration are dashed only to reduce diagram clutter.

Descriptive Data Descriptive
Info Management Info
Ingest result sets

Access orders
Archival
Storage @
Administration

MANAGEMENT

AmMmOCOO0OXxT
IamZCcwnwzon

Figure 4-1: OAIS Functional Entities

The role provided by each of the entities in figure 4-1 is described briefly as follows:

Ingest This entity provides the services and functions to accept Submission Information
Packages (SIPs) from Producers (or from internal elements under Administration control) and
prepare the contents for storage and management within the archive. Ingest functions include
receiving SIPs, performing quality assurance on SIPs, generating an Archival Information
Package (AIP) which complies with the archive’s data formatting and documentation standards,
extracting Descriptive Information from the AIPs for inclusion in the archive database, and
coordinating updates to Archival Storage and Data Management.

Archival Storage: This entity provides the services and functions for the storage, maintenance

and retrieval of AlIPs. Archival Storage functions include receiving AlPs from Ingest and adding
them to permanent storage, managing the storage hierarchy, refreshing the media on which
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archive holdings are stored, performing routine and special error checking, providing disaster
recovery capabilities, and providing AlIPs to Access to fulfill orders.

Data Management: This entity provides the services and functions for populating, maintaining,
and accessing both Descriptive Information which identifies and documents archive holdings and
administrative data used to manage the archive. Data Management functions include
administering the archive database functions (maintaining schema and view definitions, and
referential integrity), performing database updates (loading new descriptive information or
archive administrative data), performing queries on the data management data to generate result
sets, and producing reports from these result sets.

Administration: This entity manages the overall operation of the archive system.
Administration functions include soliciting and negotiating submission agreements with
Producers, auditing submissions to ensure that they meet archive standards, maintaining
configuration management of system hardware and software, evaluating the contents of the
archive and periodically requesting archival information updates, providing system engineering
functions to monitor and improve archive operations, developing and maintaining archive
standards and policies, providing customer support, monitoring changes in the Designated
Communities, interacting with Management, and activating stored requests.

Access: This entity supports Consumers in determining the existence, description, location and
availability of information stored in the OAIS and allowing Consumers to request and receive
information products. Access functions include communicating with Consumers to receive
requests, applying controls to limit access to specially protected information, coordinating the
execution of requests to successful completion, generating responses (Dissemination Information
Packages, result sets, reports) and delivering the responses to Consumers.

In addition to the entities described above, there are va@ousmon Servicesassumed to be
available. These services are considered to constitute another functional entity in this model.
This entity is so pervasive that, for clarity, it is not shown in figure 4-1.

4.1.1 DETAILED DESCRIPTION OF FUNCTIONAL ENTITIES

In the following subsections, specific flows of information among the entities are iderified
italics the first time they appear in the text. The detailed functional descriptions of the
subsections are accompanied by diagrams, figures 4-2 through 4-6, which depict only the major
data flows within and among the entities. Omitted for clarity are minor flows such as
acknowledgment notices. Annex F contains a figure that combines figures 4-2 through 4-6 to
demonstrate overall consistency. However this is not to be taken as a recommended design or
implementation.

4.1.1.1 Common Services
Modern, distributed computing applications assume a number of supporting services such as

inter-process communication, name services, temporary storage allocation, exception handling,
security, backup and directory services. Much excellent work has already been done in the area
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of open system environment reference models. The services described in this subsection are
based partially on the services described in the IEEE POSIX OSE Reference Model (reference

[6]).

Operating system servicegrovide the core services needed to operate and administer the
application platform and provide an interface between application software and the platform.
These services include the following:

Kernel operations provide low-level services necessary to create and manage processes,
execute programs, define and communicate signals, define and process system clock
operations, manage files and directories, and control input-output processing to and from
the external environment.

Commands and utilities include mechanisms for operations at the operator level, such as
comparing, printing, and displaying file contents; editing files; pattern searching;
evaluating expressions; logging messages; moving files between directories; sorting
data; executing command scripts; and accessing environment information.

Real-time extension includes the application and operating system interfaces needed to
support those application domains requiring deterministic execution, processing, and
responsiveness. The extension defines the applications interface to basic system services
for input/output, file system access, and process management.

System management includes capabilities to define and manage user resource allocation
and access (i.e., what resources are managed and the classes of access defined),
configuration and performance management of devices, file systems, administrative
processes (job accounting), queues, machine/platform profiles, authorization of resource
usage, and system backup.

Operating system security services specify the control of access to system data, functions,
hardware, and software resources by users and user processes.

Network servicesprovide the capabilities and mechanisms to support distributed applications
requiring data access and applications interoperability in heterogeneous, networked
environments. These services include the following:

Data communication includes APl and protocol specifications for reliable, transparent,
end-to-end data transmission across communications networks.

Transparent file access to available files located anywhere in a heterogeneous network.

Personal/micro computer support for interoperability with systems based on other
operating systems, particularly microcomputer operating systems, that may not be
formally specified in a national or international standard.

Remote Procedure Call services include specifications for extending the local procedure
call to a distributed environment.
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— Network security services include access, authentication, confidentiality, integrity, and
non-repudiation controls and management of communications between senders and
receivers of information in a network.

Security servicescapabilities and mechanisms to protect sensitive information and treatments in
the information system. The appropriate level of protection is determined based upon the value
of the information to the application end-users and the perception of threats to it. These services
include the following:

— Identification/authentication service confirms the identities of requesters for use of
information system resources. In addition, authentication can apply to providers of data.
The authentication service may occur at the initiation of a session or during a session.

— Access control service prevents the unauthorized use of information system resources.
This service also prevents the use of a resource in an unauthorized way. This service may
be applied to various aspects of access to a resource (e.g., access to communications to
the resource, the reading, writing, or deletion of an information/data resource, the
execution of a processing resource) or to all accesses to a resource.

— Data integrity service ensures that data is not altered or destroyed in an unauthorized
manner. This service applies to data in permanent data stores and to data in
communications messages.

— Data confidentiality service ensures that data is not made available or disclosed to
unauthorized individuals or computer processes. This service will be applied to devices
that permit human interaction with the information system. In addition, this service will
ensure that observation of usage patterns of communications resources will not be
possible.

— Non-repudiation service ensures that entities engaging in an information exchange cannot
deny being involved in it. This service may take one or both of two forms. First, the
recipient of data is provided with proof of the origin of the data. This protects against any
attempt by the sender to falsely deny sending the data or its contents. Second, the sender
of data is provided with proof of delivery of data. This protects against any subsequent
attempt by the recipient to falsely deny receiving the data or its contents.

4.1.1.2 Ingest

The functions of the Ingest entity are illustrated in figure 4-2 and detailed in the text that follows.
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Figure 4-2: Functions of Ingest

The Receive Submissionfunction provides the appropriate storage capability or devices to
receive aSIP from the Producer (or from Administration). Digital SIPs may be delivered via
electronic transfer (e.g., FTP), loaded from media submitted to the archive, or simply mounted
(e.g., CD-ROM) on the archive file system for access. Non-digital SIPs would likely be
delivered by conventional shipping procedures. The Receive Submission function may represent
a legal transfer of custody for the Content Information in the SIP, and may require that special
access controls be placed on the contents. This function provadediranation of receipof a

SIP to the Producer, which may include a requesgdobmit a SIRn the case of errors resulting

from the SIP submission.

The Quality Assurance function validates the successful transfer of the SIP to the staging area.
For digital submissions, these mechanisms might include cyclic redundancy codes (CRCs) or
checksums associated with each data file, or the use of system log files to record and identify any
file transfer or media read/write errors.

The Generate AIP function transforms one or more SIPs into one or more AIPs that conforms to
the archive’sdata formatting and documentation standard§his may involve file format
conversions, data representation conversions or reorganization of the content information in the
SIPs. The Generate AIP function may issaport requestdo Data Management to obtain
reports of information needed by the Generate AIP function to produce the Descriptive
Information that completes the AIP. This function se8tRs or AIPs for audito the Audit
Submission function in Administration, and receives bacuatit report

The Generate Descriptive Informationfunction extracts Descriptive Information from the AIPs

and collects Descriptive Information from other sources to provide to Data Management. This
includes metadata to support searching and retrieving AIPs (e.g., who, what, when, where, why)
and could also include special browse products (thumbnails, images) to be used by Finding Aids.
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The Coordinate Updatesfunction is responsible for transferring the AIPs to Archival Storage
and the Descriptive Information to Data Management. Transfer cAlfencludes astorage
requestand may represent an electronic, physical, or a virtual (i.e., data stays in place) transfer.
After the transfer is completed and verified, Archival Storage retursterage confirmation
indicating (or verifying) the storage identification information for the AIP. The Coordinate
Updates function also incorporates the storage identification information intDeberiptive
Information for the AIP and transfers it to the Data Management entity along wititadase
update requestIn return, Data Management providedagabase update respongglicating the

status of the update. Data Management updates may take place without a corresponding
Archival Storage transfer when the SIP contains Descriptive Information for an AIP already in
Archival Storage.

4.1.1.3 Archival Storage

The functions of the Archival Storage entity are illustrated in figure 4-3 and detailed in the text
that follows.

|
n -
g L Storage request | Receive A o
e | o , AIP
Storage' AIP Data Provide - C
S confirmation c
t Data ‘—>D " .
/ Data otice o e
request data S
A AlIP transfer s
d Error
m Storage information Error
i Statistics Hierarchy Checking
n
i data
S Migrate
t Media Disaster
r Recovery
a
commands
ti AIP AlP
0 back
n media Ckup
media

Figure 4-3: Functions of Archival Storage

The Receive Datafunction receives atorage requesand anAlP from Ingest and moves the
data to permanent storage within the archive. The transfer request may need to indicate the
anticipated frequency of utilization of the data objects comprising the AIP to allow the
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appropriate storage devices or media to be selected for storing the AIP. This function will select
the media type, prepare the devices or volumes and perform the physical transfer to the Archival
Storage volumes. On completion of the transfer this function serstigrage confirmation
message to Ingest including the storage identification of the AlIPs.

The Manage Storage Hierarchyfunction positions the contents of the AIPs on the appropriate
media based on storagenagement policie®perational statistics, or directions from Ingest via

the storage request. It will also conform to any special levels of service required for the AIP or
any special security measures that are required and ensure the appropriate level of protection for
the AIP. These include on-line, off-line or near-line storage, required throughput rate, maximum
allowed bit error rate, or special handling or backup procedures. This function also provides
operational statisticdo Administration summarizing the inventory of media on-hand, available
storage capacity in the various tiers of the storage hierarchy, and usage statistics.

The Migrate Media function provides the capability to reproduce the AIPs over time. Within

the Migrate Media function the Content Information and Preservation Description Information
(PDI) must not be altered. However, the data constituting the Packaging Information may be
changed as long as it continues to perform the same function. The migration strategy must select
a storage medium, taking into consideration the expected and actual rates of errors encountered
in various media types, their performance, and their costs of ownerdimedia-dependent
attributes (e.g., tape block sizes, CD-ROM volume information) have been included as part of the
Content Information, a way must be found to preserve this information when migrating to higher
capacity media with different storage architectures. Anticipating the terminology of section 5,
this function may perform ‘Refreshment’, ‘Replication’, and ‘Repackaging’, but not
‘Transformation’. Refer to section 5 for a detailed description of migration issues.

The Error Checking function provides statistically acceptable assurance that no components of
the AIP are corrupted during any internal Archival Storage data transfer. This function requires
that all hardware and software within the archive prowigkfication of potential errorsnd that

these errors are routed to standard error logs that are checked by the Archival Storage staff. The
PDI Fixity Information provides some assurance that the Content Information has not been
altered as the AIP is moved and accessed. Similar information is needed to protect the PDI itself.
A standard mechanism for tracking and verifying the validity of all data objects within the
archive may also be used. For example, cyclical redundancy checks (CRCs) could be maintained
for every individual data file. A higher level of service such as Reed-Solomon coding to support
combined error detection and correction could also be provided. The storage facility procedures
should provide for random verification of the integrity of data objects using CRCs or some other
error checking mechanism.

The Disaster Recoveryfunction provides a mechanism for duplicating the digital contents of the
archive collection and storing the duplicate in a physically separate facility. This function is
normally accomplished by copying the archive contents to some form of removable storage
media (e.g., digital linear tape, compact disk - recordable) but may also be performed via
hardware transport or network data transfers. The detaitlisaster recovery policieare
specified by Administration.
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The Provide Data function provides copies of stored AIPs to Access. This function receives a
data requesthat identifies the requestédP(s) and provides them on the requested media type
or transfers them to a staging area. This function also sematica of data transfeto Access
upon completion of an order.

4.1.1.4 Data Management

The functions of the Data Management entity are illustrated in figure 4-4 and detailed in the text
that follows.
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Figure 4-4: Functions of Data Management

The Administer Database function is responsible for maintaining the integrity of the Data
Management database, which contains both Descriptive Information and system information.
Descriptive Information identifies and describes the archive holdings, and system information is
used to support archive operations. The Administer Database function is responsible for creating
any schema or table definitions required to support Data Management functions; for providing
the capability to create, maintain and access customized user views of the contents of this
storage; and for providing internal validation (e.g., referential integrity) of the contents of the
database. The Administer Database function is carried out in accordangmhuis received

from Administration.
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The Perform Queries function receives guery requesfrom Access and executes the query to
generate aesult sethat is transmitted to the requester.

The Generate Reportfunction receives eeport requesfrom Ingest, Access or Administration

and executes any queries or other processes necessary to geneegiarttieat it supplies the to

the requester. Typical reports might include summaries of archive holdings by category or usage
statistics for accesses to archive holdings. It may also receive anmeguestfrom Access and
providesdescriptive informatiorior a specific AIP.

The Receive Database Updatefunction adds, modifies or deletes information in the Data
Management persistent storage. The main sources of updates are Ingest which provides
Descriptive Informatiorfor the new AIPs, and Administration which providegstem updates
andreview updates Ingest transactions consist of Descriptive Information which identifies new
AlPs stored in the archive. System updates include all system-related information (operational
statistics, Consumer information, and request status). Review updates are generated by periodic
reviewing and updating of information values (e.g., contact names, and addresses). The Receive
Database Updates function provides regular reports to Administration summarizstgtttseof
updatedo the database, and also sendatabase update responelngest.

4.1.1.5 Administration

The functions of the Administration entity are illustrated in figure 4-5 and detailed in the text that
follows.

The Negotiate Submission Agreementunction solicits desirable archival information for the

OAIS and negotiateSubmission Agreemenigth Producers. This function also negotiates a
data submission scheduleith the Producer. It maintains a calendar of expected Data
Submission Sessions that will be needed to transfer one or more SIPs to the OAIS and the
resource requirements to support their ingestion. The data submission formats and procedures
must be clearly documented in the archive’s data submission policies and the deliverables must
be identified by the Producer in the Submission Agreement.
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Figure 4-5: Functions of Administration

The Manage System Configuration function provides system engineering for the archive
system to systematically control changes to the configuration. This function maintains integrity
and tractability of the configuration during all phases of the system life cycle. It also audits
system operations, system performance, and system usage. Iteggontisequestgor system
information to Data Management and receives reports; it receives operatiatistics from
Archival Storage; and it receivesports containing recommendations for system enhancements
from Monitor Designated Community. It continuously monitors the functionality of the entire
archive system and prepares recommendations and plans for system evolution.

The Archival Information Update function provides a mechanism for updating the contents of
the archive. It may also provide for updates to AlPs stored in Archival Storage or Descriptive
Information stored in Data Management by sendingraer to Access, updating the contents of

the resultindIPs and resubmitting them & Psto Ingest.

The Physical Access Controfunction provides mechanisms to restrict or allow physical access
(doors, locks, guards) to elements of the archive as determined by archive policies.
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TheDevelop Standards and Policiefunction is responsible for developing and maintaining the
archive system data standards. These standards include format standards, documentation
standards and the procedures to be followed during the Ingest process. It will also develop
storage management policies (for the Archival Storage hieramtigation policiesto assure

that archive storage formats do not become obsolete, and database administration policies. It will
also determine security policies for the contents of the archive including those affecting Physical
Access Control and the application of error control techniques throughout the archive.

The Audit Submission function will verify that submissions meet the specifications of the
Submission Agreement. This function is carried out by the archive data engineers and may also
involve an outside committee (e.g., science and technical review). The audit process must verify
that the quality of the data meets the requirements of the archive and the review committee. It
must verify that there is adequate Representation Information and PDI to ensure the Content
Information is understandable and independently usable to the Designated Community. The
formality of the review will vary depending on internal archive policies. The Audit process may
determine that some portions of the SIP are not appropriate for inclusion in the archive and must
be resubmitted or excluded. After the audit process is completelieasyre reported to the
Producer who will then resubmit the SIP to Ingestippealthe decision to Administration.

After the audit is completedfanal ingest reporis prepared and provided to the Producer and to
Management. Audit methods potentially include sampling, periodic review, and peer review.

The Interact with Management function receives and carries out Managenpaticies These
policies include such things as the OAIS charter, scope, resource utilization guidelines, and
pricing policies. It also receives status information from various elements of the archive and
provides OAISperformance informatiotb Management.

The Activate Requestsfunction maintains a record of event-driven requests and periodically
compares it to the contents of the archive to determine if all needed data is available. If needed
data is available, this function generatesorder that is sent to Access. This function can also
generate orders on a periodic basis where the length of the period is defined by the Consumers or
on the occurrence of an event (e.g., a database update).

The Customer Servicefunction will also create, maintain and delete Consumer accounts and
will bill and collecpaymenfrom Consumers for the utilization of archive system resources.

The Monitor Designated Community function interacts with archive Consumers, Producers

and Management to track changes in their service requirements. Such requirements might
include data formats, media choices, preferences for software packages, and mechanisms for
communicating with the archive. This function may be accomplished via a periodic formal
review process, via community workshops where feedback is solicited or by individual
interactions. As part of its activities, it sends mifibrmation requestso Consumers, receives
information responsesack, and provides reports to the Manage System Configuration function.
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4.1.1.6 Access

The functions of the Access entity are illustrated in figure 4-6 and detailed in the text that
follows.

J— Access
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Figure 4-6: Functions of Access

The Coordinate Access Activitiesfunction provides a single user interface to the information
holdings of the archive. This interface will normally be via computer network or dial-up link to

an on-line service, but might also be implemented in the form of a walk-in facility, printed
catalog ordering service, or fax-back type service. Three categories of Consumer requests are
distinguished: query requestsvhich are executed in Data Management and return immediate
result setdor presentation to the usergport requestsvhich may require a number of queries

and produce formatted reports for delivery to the Consumerpraledswhich may access either

or both Data Management and Archival Storage to prepare a f@issgmination Information
Package (DIP)or on- or off-line delivery. An order may be an Ad hoc Order that is executed
only once or an Event Based Order that will be maintained by the Activate Requests function in
Administration and may result in periodic deliveries of requested items. Other special request
types are allowed, but are not detailed. This function will determine if resources are available to
perform a request, assure that the user is authorized to access and receive the requested items and
notify the Consumer that a request has been accepted or rejected (possibly with an estimate of
request cost and an option to cancel the request). It will then transfer the request to Data
Management or to the Generate DIP function for execution. This function also provides
assistancdo OAIS Consumers including providing status of orders and other Consumer support
activities.

The Generate DIP function accepts a dissemination request, retrieves the AIP from Archival
Storage and moves a copy of the data to a staging area for further processing. This function also
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transmits a report or query request to Data Management to dbéscriptive Information

needed for the DIP. If special processing is required, the Generate DIP function accesses data
objects in staging storage and applies the requested processes. The types of operations which
may be carried out include statistical functions, sub-sampling in temporal or spatial dimensions,
conversions between different data types or output formats, and other specialized processing
(e.g., image processing). This function places the completed DIP response in the staging area
and notifies the Coordinate Access Activities function that the DIP is ready for delivery.

The Deliver Responsdunction handles both on-line and off-line deliveries of responses (DIPs,
result sets, reports and assistance) to Consumers. For on-line delivery, it accepts a response from
Coordinate Access Activities and prepares it for on-line distribution in real time via
communication links. It identifies the intended recipient, determines the transmission procedure
requested, places the response in the staging area to be transmitted, and supports the on-line
transmission of the response. For off-line delivery it retrieves the response from the Coordinate
Access Activities function, prepares packing lists and other shipping records, and then ships the
response. When the response has been shipped, a notice of processed order is returned to the
Coordinate Access Activities function abifling informationis submitted to Administration.

4.1.2 DATA FLOW DIAGRAMS

The flow of data items among the OAIS functional entities is diagrammed in this subsection.
Figure 4-7 shows the more significant data flows. To avoid complication of this figure, the
Administration data flows, which are generally background activities, are isolated to an
Administration context diagram, figure 4-8. Data flows associated with Common Services are
implicit in the illustrated functions, and are therefore not shown.
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Figure 4-7: OAIS Data Flow Diagram
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Figure 4-8: Administration Context Diagram

4.2 INFORMATION MODEL

This subsection builds on the concepts presented in section 2 to further describe the types of
information that are exchanged and managed within the OAIS. This subsection also defines the
specific Information Objects that are used within the OAIS to preserve and access the
information entrusted to the archive. This more detailed model of OAIS related Information
Objects is intended to aid the architect or designer of future OAIS systems. The objects
discussed in this subsection are conceptual and should not be taken to imply any specific
implementations.

As discussed in section 2, the primary goal of an OAIS is to preserve information for a designated
community over an indefinite period of time. In order to preserve this information an OAIS must
store significantly more than the contents of the object it is expected to preserve. This subsection
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analyzes those information requirements to describe the object classes of data associated with an
OAIS. This subsection uses Universal Modeling Language (UML) object model diagrams to
illustrate the concepts discussed in the text. An overview of the notation used and critical object
modeling concepts is presented in annex C of this document. An understanding of this notation is
required for a full understanding of the concepts presented in this section.

Subsection 4.2.1 provides a model of the information required for effective Long Term
Preservation of information. Subsection 4.2.2 describes the conceptual objects and containers
that represent the contents of an OAIS.

4.2.1 LOGICAL MODEL FOR ARCHIVAL INFORMATION
4.2.1.1 Information Object

A basic concept of the OAIS Reference Model is the concept of information being a combination of
data and Representation Information. The UML diagram in figure 4-9 illustrates this concept. The
Information Object is composed of a Data Object that is either physical or digital and the
Representation Information that allows for the full interpretation of the data into meaningful
information. This model is valid for all the types of information in an OAIS.

Information

Object
| .
interpreted
using
*
4
Data interpreted using Representation
Object Information 1
Physical Digital
Object Object
1
1. .*

Bit

Figure 4-9: Information Object
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4.2.1.2 Data Object

The Data Object may be expressed as either a physical object (e.g., a moon rock) together with
some Representation Information, or it may be expressed as a digital object (i.e., a sequence of
bits) together with the Representation Information giving meaning to those bits.

4.2.1.3 Representation Information

The Representation Information accompanying a physical object like a moon rock may give

additional meaning, as a result of some analysis, to the physically observable attributes of the
rock. This information may have been developed over time and the results, if provided, would be
part of the Information Object.

The Representation Information accompanying a digital object, or sequence of bits, is used to
provide additional meaning. It typically maps the bits into commonly recognized data types such
as character, integer, and real and into groups of these data types. It associates these with higher
level meanings that can have complex inter-relationships that are also described.

The remainder of this subsection focuses on the Representation Information object when the Data
Object is specialized as a Digital Object.

4.2.1.3.1 Representation Information Types

The Digital Object, as shown in figure 4-9, is itself composed of one or more bit sequences. The
purpose of the Representation Information object is to convert the bit sequences into more
meaningful information. It does this by describing the format, or data structure concepts, which
are to be applied to the bit sequences and that in turn result in more meaningful values such as
characters, numbers, pixels, arrays, tables, etc. These common computer data types, aggregations
of these data types, and mapping rules which map from the underlying data types to the higher
level concepts needed to understand the Digital Object are referred to &irubtire
Information of the Representation Information object. These structures are commonly identified

by name or by relative position within the associated bit sequences.

The Representation Information provided by the Structure Information is seldom sufficient.
Even in the case where the Digital Object is interpreted as a sequence of text characters, and
described as such in the Structure Information, the additional information as to which language
was being expressed should be provided. This type of additional, required information is
referred to as th&emantic Information. When dealing with scientific data, for example, the
information in the Semantic Information can be quite varied and complex. It will include special
meanings associated with all the elements of the Structural Information, operations that may be
performed on each data type, and their inter-relationships. Figure 4-10 emphasizes the fact that
Representation Information must contain both Structure Information and Semantic Information.
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Figure 4-10: Representation Information Object

4.2.1.3.2 Representation Networks

Representation Information, which is itself an Information Object, may be expressed in physical
forms (e.g., a paper document) or in digital forms. When the Representation Information is in
digital form, additional Representation Information is needed to understand the bits of the
Representation Information. In principle, this recursion continues until physical forms are
encountered. For example, Representation Information expressed in ASCIl needs the additional
Representation Information for ASCII, which may be a physical document giving the ASCII
standard. Because each Representation can be composed of multiple components, each with is
own Representation; the result can be describedr&peesentation Network In practice, the
recursive chain of the Representation Network may also be broken when there is widely available
software that understands a particular representation, such as ASCII display software. Though
this is a common practice, there are also major risks involved as discussed in the following
paragraphs.

Software modules that have a built in understanding of some representation net leaf node, or a
collection of such nodes, are often used to terminate the recursive chain in a Representation
Network. The very minimum services for such software is to be able to present information,
from a part of the digital object, transformed by its understanding of the relevant part of the
representation information, to a human or other application. Examples of this type of software
include word processors supporting complex document format representations and scientific
visualization systems supporting representations for expressing time series or multidimensional
arrays. The software uses its knowledge of the underlying Representation Information to provide
these services. This is useful as long as the software executes properly. However for indefinite
long-term information preservation, a full and understandable description of the Representation
Information is essential.

One problem with using software to terminate a Representation Network is that the software can

give a false view of the underlying Content Information and its associated Representation
Information. A software module can provide services other than those originally intended from
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the representation information alone. For example, the services may include the ability to edit
the underlying digital object or to perform transformations, which go well beyond simply
providing the representation information in new forms. In another example, the software may
give a view about relationships within the information that are not contained in the standard (or
original) representation information. In essence, this software has expanded on the original
representation information by expanding on the assumed relationships among fields of the data
object. As a concrete example, a table of numbers may have representation information that
says, in essence, ‘here is a set of pairs of temperature versus altitude, as measure by instrument x
over time period y. Software to display this information might display it as a smooth curve
assuming a standard interpolation between the given points.

A software module, in relation to the representation information of the relevant Content
Information, may also have the problem that it does not present all the information of the
underlying representation. It may have been designed to do a specific job other than presenting
all information, or it may have misunderstood the representation information. Again, it may be
difficult to tell from the software alone, what information is missing from presentations to
humans or applications.

These situations, which are particularly prevalent with the use of proprietary formats, push in the
direction of attempting to preserve the operating software module as a substitute for preserving
the information the module is working with. While preserving the experience of working with a
particular software module may be a worthy goal in some situations, it may introduce substantial
ambiguity as to what is the Content Information that is being preserved.

There are also no assurances software that is common now will be available and operational in
the future. The subject of preserving operating software to terminate the Representation Network
will be discussed more fully in the next subsection.

Figure 4-11 illustrates that Representation Information is built from:

— preexisting standards called Referenced Representation Information that define primitive
data types;

— mapping rules that map those primitive data types into the more complex data-type
concepts used by the Data Object;

— Operations and relationships, that may be applied to the newly formed data type.

The diagram also indicates the recursive nature of Representation Information as an Information
Object that requires other Representation Information to enable interpretation.
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Figure 4-11: Representation Network Object Model

An example of a Representation Network for a multimedia document is shown as figure 4-12.
The relationships among the components of the HTML Representation Information and the
relationships among the components of the JPEG Representation Information have not been
shown to increase the readability of figure 4-12. The representation for the syntax of the content
object is an international standard such as HTML for expressing on-line documents. In this
hypothetical standard for multi-media, the statement is made that real numbers are expressed in
the ISO floating point standard, characters in ASCIl and images in JPEG. In order to understand
the document a Consumer would need all of these underlying standards in addition to mapping
rules to combine the underlying standards into the concepts required to be expressed by the
document. In this example each of the underlying standards is assumed to be an ASCII file so
there is no complicated Representation Network for understanding any of the representations.
However, if the underlying standards were encoded in a word-processing format it would create
an extension to the Representation Network for understanding the underlying standards.
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Figure 4-12: Example Representation Network

As illustrated in the previous discussion, the representation requirements for long-term
preservation are much more stringent than for contemporary data processing and distribution.
These issues are more fully discussed in the next subsection.

4.2.1.4 Taxonomy of Information Object Classes used by OAIS

There are many types of information involved in the long-term preservation of information in an
OAIS. Each of these types can be viewed as a complete Information Object in that it contains a
data object and adequate Representation Information to understand the data. This subsection
builds on the discussions in 2.2 about the types of supporting information needed to enable long-
term preservation and the discussion in the previous subsection on the role of Representation
Information. The information modeling in this subsection discusses several types of Information
Objects that are used in the OAIS. The objects are categorized by their content and function in
the operation of an OAIS into Content Information objects, Preservation Description Information
objects, Packaging Information objects, and Descriptive Information objects. The following
subsections discuss the contents of each of the types of Information Object. Figure 4-13 shows a
taxonomy of those Information Objects used within the OAIS.
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Figure 4-13: Information Object Taxonomy

4.2.1.4.1 Content Information

The Content Information is the primary information of interest. Deciding what is the Content
Information may not be obvious and may need to be negotiated with the Producer. The Content
Information can be viewed as a primary Data Object together with its Representation Information
as shown in figure 4-9. The Data Object in the Content Information may be either a Digital
Object or a Physical Object (e.g., a physical sample, microfilm). Any Information Object may
serve as Content Information. The special thing about an instance of Content Information is that
it is the information that an archive is tasked to preserve.

The Representation Information for the primary Digital Object (both semantic and syntactic) is
needed to fully transform the bits into the Content Information. In principal, this even extends to
the inclusion of definitions (e.g., dictionary and grammar) of any natural language (e.g., English)
used in expressing the Content Information. Over long time periods the meaning of natural
language expressions can evolve significantly in both general and in specific discipline usage.

As a practical matter, the OAIS needs to have enough Representation Information associated
with the bits of the Data Object in the Content Information that it feels confident that the
members of the Designated Community, can enter the Representation Network with enough
knowledge to begin accurately interpreting the Representation Information. This is a significant
risk area for an OAIS, particularly for those with an expert Designated Community, because
jargon and apparently widely understood terms may be short-lived. In such cases extra care
needs to be exercised to ensure that the natural evolution of the Designated Community
Knowledge Base does not effectively cause information loss from the Content Information.

The Representation Information can also be viewed as including software that supports the
presentation of the Content Information to the Consumer. Examples of this type of software
include word processors supporting complex document format representations and scientific
visualization systems supporting representations for expressing time series or multidimensional
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arrays. The software uses its knowledge of the underlying Representation Information to provide
these services.

Often required information will be embedded in the software packages used by the Designated
Community to present and analyze the Content Information. A reason for preserving working
software arises from a convenience factor. Even with a complete set of representation
information, practical access to all or part of a digital object requires the use of software. Thus a
software module that provides useful access to digital data may be preserved in a working state
as a matter of convenience.

This is not difficult to do as long as the environment, which supports the software module, is
readily available. This environment consists of some underlying hardware and an operating
system, various utilities that effectively augment the operating system and storage and display
devices and th